
 

Privacy Policy 
 

§ 1 

1. The Controller of the personal data you provide is mobitouch sp. z o.o. with its 
registered office in Rzeszów, ul. Litewska 10/1, hereinafter referred to as the 
Controller; the Controller shall carry out the processing of your personal data. 

2. The Controller can be contacted in writing by postal mail at the following address: ul. 
Litewska 10/9 or by email: rodo@mobitouch.net 

3. Your personal data shall be processed for the purpose of: 

• presentation of the offer concerning the services or products provided by the 
Controller, as well as the information on introducing new solutions, 

• the provision of information and communications of a marketing nature, 

• providing information about meetings, promotions and other activities related to 
the Controller's activity, 

• in the event of concluding an agreement with the Controller covering the provision 
of services, your data will be used for purposes related to the reliable performance 
of such an agreement, including accounting purposes and the processing of 
complaints 

4. The basis for the processing of your personal data is: 
• Your consent to the processing of personal data and receiving marketing 

communications, in particular expressed through the form placed on the websites 
used by the Controller to conduct business activity, 

• necessity resulting from the legally justified interests pursued by the Controller, 
such as providing information about the business activity conducted by the 
Controller and the products offered, reliable performance of the obligations 
assumed by the Controller, in particular the implementation of agreements, 
offering products/services of the highest standard, as well as providing 
information about the Controller. The processing of personal data in the above-
mentioned scope is within the scope of business activity conducted by the 
Controller and is necessary for the provision of information, products and services 
to customers, 

• in the case of concluding a contract - the necessity of reliable performance of 
obligations resulting from the contract. 



 

 
5. Your personal data may be made available to recipients who directly perform activities 

within the framework of performed services or to recipients through the mediation of 
whom the Controller performs marketing or informational activities. 

6. Your personal data may also be transferred to an entity providing hosting services for 
the Controller, which has appropriate safeguards against access by third parties to the 
stored data. 

7. Your personal data shall not be transferred to recipients located in a third country, i.e. 
outside the European Economic Area. 

8. You have the right to: 

• request the Controller to access his/her personal data, rectify them, delete or limit 
the processing of personal data, 

• to appeal against such processing, 

• to the transfer of data, 

• to lodge a complaint with the supervisory authority. 

9. These rights may be exercised by transmitting the request using the data referred to 
in paragraph 2 above. 

10.  Your personal data may be subject to automated decision making, including profiling. 

11. Your personal data shall be processed: 

• on the basis of the consent given, until such time as the consent is revoked or the 
purpose for which the data were collected ceases to exist. Consent granted may be 
withdrawn at any time without affecting the lawfulness of processing carried out 
on the basis of the consent before its revocation 

• in connection with the performance of the agreement concluded with the 
Controller - until the lapse of the period in which You or the Controller may pursue 
claims related to the agreement concluded, or until the lapse of the period in which 
proceedings may be instituted by public administration bodies in connection with 
the performance of the agreement, 

• in connection with marketing and information activities - until the end of the 
Controller's activities consisting in offering products and services and conducting 
marketing campaigns. 



 

§ 2 

1. Cookies are text files that you keep on your device. They help in using websites. 
2. The www.mobitouch.net website uses cookies to: 

• Match the content of our website to your individual preferences (including 
identifying the type of device you use) to display the content of websites 
correctly. 

• Prepare statistics that help you better understand your preferences. Statistics 
analysis is carried out anonymously. 

• Auto-completion of forms for your convenience. 
 

3. At any time, you can change your browser settings related to cookies that are in 
your browser. However, these changes may limit access to certain page features. 

4. More information about cookies can be found at http://wszystkoociasteczkach.pl/ or 
in the "Help" section in the browser's menu. 

§ 3 

1. The Controller formulated particular objectives in the scope of personal data security 
and undertook actions necessary for their occurrence in the company run by him: 

• ensuring that personal data are processed lawfully, fairly and transparently for the 
Data Subject ('lawfulness, fairness and transparency'); 

• to ensure the collection of personal data for specified, explicit and legitimate 
purposes and not to further process such data in a way incompatible with those 
purposes; ('purpose limitation'); 

• ensuring that personal data are collected adequately, appropriately and limited to 
what is necessary for the purposes for which they are processed ('data 
minimization'); 

• The Controller shall take steps to ensure that personal data are correct and, where 
necessary, kept up to date, and that any reasonable steps are taken to ensure that 
personal data which are inaccurate in relation to the purposes for which they are 
processed are immediately erased or rectified ('correctness'); 



 

• The Controller shall take steps to ensure that personal data are kept in a form 
which permits identification of the data subject for no longer than is necessary for 
the purposes for which the data are processed ("retention restriction"); 

• The Controller shall take actions to ensure that personal data are processed in a 
manner ensuring their appropriate security, including protection against 
unauthorized or unlawful processing and accidental loss, destruction or damage, 
by means of appropriate technical or organizational measures ("integrity and 
confidentiality"). 

 

  



 

2. The objectives set out in paragraph 1 shall be attained by taking appropriate measures 
and by applying effective safeguards, which shall include in particular: 

• adequate security of the IT systems in which personal data are processed, 

• constantly raising the awareness and knowledge of employees/coworkers in the 
field of personal data security, 

• communicating the consequences, including disciplinary consequences, to 
employees/coworkers in the event of a personal data breach, 

• granting access to documents, materials or systems containing personal data only 
to authorized persons, 

• Securing documents, materials or systems form loss or destruction of personal 
data stored within. 

• implementation of detailed rules defining the method of user rights management 
and authentication rules in all systems operated by the Controller, 

• carrying out in-depth tests in the process of preparing new software, 

• reporting of information security incidents, 

• regular risk analysis in the area of information security and designing actions to 
minimize potential risks, 

• entrusting personal data only to third parties that provide sufficient guarantees 
for the implementation of appropriate technical and organizational measures to 
ensure that the processing meets the requirements of generally applicable law of 
this document and protects the rights of data subjects. 

3. The Controller has implemented appropriate technical and organizational measures, 
created to effectively implement the principles of data protection, so as to protect the 
rights of data subjects and meet the requirements resulting from applicable laws. 

 

If you have questions, please contact: 

Mobitouch sp. z o.o. 

Litewska 10/1, 

35-302 Rzeszów 

tel.: (+48) 17 77 73 977 


